
Guidance instructions for writing SORA under EASA 947/945 
In Order to use this Guidance instructions you must have the relevant OSO opened in front of you and then open up the Guidance instructions 

to the same OSO.  

 

This is the first OSO. As you can see under the SAIL Colum you can see that you are operating under SAIL II. So for the first OSO the minimum achievement 

must meet a Overall Robustness is LOW. The way to achieve this is to see is written in the integrity level column as to what is required for you to achieve a 

LOW level of Integrity. The Level of Integrity is the Safety Gain of the operation. 

 

Once you have read the requirements you then have to go to the Requirements for the Level of Assurance. 



The Level of Assurance is the method of proof for the operation. 

 

(1) A low level of assurance is where the applicant simply declares that the required level of integrity has been achieved.  

(2) A medium level of assurance is where the applicant provides supporting evidence that the required level of integrity has been achieved. This is 

typically achieved by means of testing (e.g. for technical mitigations) or by proof of experience (e.g. for human-related mitigations).  

(3) A high level of assurance is where the achieved integrity has been found to be acceptable by a competent third party. 

If you can achieve the Low Level of Assurance then your overall level of Robustness is LOW. This was selected by the Robustness table.  

 

 

 

 



The way this is portrayed in the operations manual is as follows.  

Category: Technical issue with the UAS                                                    OSO01 

Topic: Ensure the UAS operator is competent and/or proven 

Level of Integrity: 
• [Company] is truly knowledgeable of the UAS being used. 

• There are relevant operational procedures in place (see Section 4.1)  

o Checklists 

o Maintenance 

o Training 

o Responsible 

o Associated duties  

• There is a method to identify and assess the risk associated to the operation, based on the design of the operation made by the FOM and the 

flight preparations risk management sated. Based on the above: 

Level of integrity OSO01: Low 

Level of assurance: 
• The elements detailed in the level of integrity are addressed in this ConOPS. Based on the above: 

Level of assurance for OSO01: Low 

 

Based on the above, the over all level of Robustness for OSO01 is: Low 

 

 

 

 

 

 



 

 

 

 

 

 

 

 

 

 



 

 

 

 

 



 

 

 

 

 

 



 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



 

 

 

 

 

 

 

 



 

 

 

 

 

 



 

 

 



 

 

 

 

 

 

 

 

 

 

 



OSO #06 — C3 link characteristics (e.g. performance, spectrum use) are appropriate for the operation  
(a) For the purpose of the SORA and this specific OSO, the term ‘C3 link’ encompasses:  
(1) the C2 link; and  
(2) any communication link required for the safety of the flight.  
(b) To correctly assess the integrity of this OSO, the applicant should identify the following:  
(1) The performance requirements for the C3 links necessary for the intended operation.  
(2) All the C3 links, together with their actual performance and RF spectrum usage.  
Note: The specification of the performance and RF spectrum for a C2 Link is typically documented by the UAS designer in the UAS manual.  
Note: The main parameters associated with the performance of a C2 link (RLP) and the performance parameters for other communication links (e.g. RCP for 
communication with ATC) include, but are not limited to, the following:  
(i) the transaction expiration time; 

(ii) the availability;  
(iii) the continuity; and  
(iv) the integrity.  
Refer to the ICAO references for definitions.  
(3) The RF spectrum usage requirements for the intended operation (including the need for authorisation if required).  
Note: Usually, countries publish the allocation of RF spectrum bands applicable in their territories. This allocation stems mostly from the International 
Communication Union (ITU) Radio Regulations. However, the applicant should check the local requirements and request authorisation when needed since 
there may be national differences and specific allocations (e.g. national sub-divisions of ITU allocations). Some aeronautical bands (e.g. AM(R)S, AMS(R)S 
5030-5091MHz) were allocated for potential use in UAS operations under the ICAO scope for UAS operations classified as cat. C (‘certified’), but their use 
may be authorised for operations under the ‘specific’ category. It is expected that the use of other licensed bands (e.g. those allocated to mobile networks) 
may also be authorised under the ‘specific’ category. Some un-licensed bands (e.g. industrial, scientific and medical (ISM) or short-range devices (SRDs)) 
may also be acceptable under the ‘specific’ category; for instance, for operations with lower integrity requirements.  
(4) Environmental conditions that might affect the performance of C3 links. 

 

 

 

 

 



 

 

 

 

 

 

 

 

 



 

 

OSO #07 — Inspection of the UAS (product inspection) to ensure consistency with the ConOps  
The intent of this OSO is to ensure that the UAS used for the operation conforms to the UAS data used to support the approval/authorisation of the 

operation. 

 

 

 

 

 

 

 

 

 



 

 

 

 

 

 

 

 

 

 

 

 

 



 

 

 

 

 

 

 

 

 

 

 

 



E.4 OSOs related to remote crew training  
(a) The applicant needs to propose competency-based, theoretical and practical training that:  
(1) is appropriate for the operation to be approved; and  
(2) includes proficiency requirements and recurrent training.  
(b) The entire remote crew (i.e. any person involved in the operation) should undergo competency-based, theoretical and practical training specific to their 

duties (e.g. pre-flight inspection, ground equipment handling, evaluation of the meteorological conditions, etc.). 

 

 
 
 
 
 



E.5 OSOs related to safe design  
(a) The objectives of OSO#10 and OSO#12 are to complement the technical containment safety requirements by addressing the risk of a fatality while 
operating over populated areas or assemblies of people.  
(b) In the scope of this assessment, external systems supporting UAS operations are defined as systems that are not already part of the UAS but are used to:  
(1) launch/take off the UA;  
(2) make pre-flight checks; or 
(3) keep the UA within its operational volume (e.g. GNSS, satellite systems, air traffic management, U-space).  
External systems activated/used after a loss of control of the operation are excluded from this definition. 

 

 

 



 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



E.6 OSOs related to the deterioration of external systems supporting UAS operations  
For the purpose of the SORA and this specific OSO, the term ‘external services supporting UAS operations’ encompasses any service providers necessary for 

the safety of the flight, such as communication service providers (CSPs) and U-space service providers. 

 

 

 

 

 

 

 

 

 

 



E.7 OSOs related to Human Error  
OSO #16 — Multi-crew coordination  
This OSO applies only to those personnel directly involved in the flight operation. 

 

 

 

 

 

 

 

 

 

 

 

 

 



 

 

 

 

 

 

 

 

 

 

 



OSO #17 — Remote crew is fit to operate  
(a) For the purpose of this assessment, the expression ‘fit to operate’ should be interpreted as physically and mentally fit to perform their duties and safely 
discharge their responsibilities.  
(b) Fatigue and stress are contributory factors to human error. Therefore, to ensure that vigilance is maintained at a satisfactory level of safety, 
consideration may be given to the following:  
(1) remote crew duty times;  
(2) regular breaks;  
(3) rest periods; and  
(4) handover/takeover procedures. 

 

 

 

 

 

 

 

 

 



OSO #18 — Automatic protection of the flight envelope from human errors  
(a) Each UA is designed with a flight envelope that describes its safe performance limits with regard to minimum and maximum operating speeds, and its 
operating structural strength.  
(b) Automatic protection of the flight envelope is intended to prevent the remote pilot from operating the UA outside its flight envelope. If the applicant 
demonstrates that the remote-pilot is not in the loop, this OSO is not applicable.  
(c) A UAS implementing such an automatic protection function will ensure that the UA is operated within an acceptable flight envelope margin even in the 
case of incorrect remote-pilot control inputs (human errors).  
(d) UAS without automatic protection functions are susceptible to incorrect remote-pilot control inputs (human errors), which can result in the loss of the 
UA if the designed performance limits of the aircraft are exceeded.  
(e) Failures or development errors of the flight envelope protection are addressed in OSOs #5, #10 and #12. 

 

 



OSO #19 — Safe recovery from human errors  
(a) This OSO addresses the risk of human errors which may affect the safety of the operation if not prevented or detected and recovered in a timely fashion.  
i) Errors can be made by anyone involved in the operation.  
ii) An example could be a human error leading to the incorrect loading of the payload, with the risk of it falling off the UA during the operation.  
iii) Another example could be a human error not to extend the antenna mast, thus reducing the C2 link coverage.  
Note: the flight envelope protection is excluded from this OSO since it is specifically covered by OSO #18. 

(b) This OSO covers:  
i) procedures and lists,  
ii) training, and  
iii) UAS design, i.e. systems detecting and/or recovering from human errors (e.g. safety pins, use of acknowledgment features, fuel or energy consumption 

monitoring functions …) 

 

 



 

 

 

 

 



OSO #20 — A Human Factors evaluation has been performed and the HMI found appropriate for the mission. 

 

 

 

 

 



E.8 OSOs related to Adverse Operating Conditions  
OSO #23 — Environmental conditions for safe operations are defined, measurable and adhered to 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



OSO #24 — UAS is designed and qualified for adverse environmental conditions (e.g. adequate sensors, DO-160 qualification)  
(a) To assess the integrity of this OSO, the applicant determines:  
(1) whether credit can be taken for the equipment environmental qualification tests / declarations, e.g. by answering the following questions:  
(i) Is there a Declaration of Design and Performance (DDP) available to the applicant stating the environmental qualification levels to which the equipment 
was tested?  
(ii) Did the environmental qualification tests follow a standard considered adequate by the competent authority (e.g. DO-160)?  
(iii) Are the environmental qualification tests appropriate and sufficient to cover all the environmental conditions related to the ConOps?  
(iv) If the tests were not performed following a recognised standard, were the tests performed by an organisation/entity that is qualified or that has 
experience in performing DO-160 like tests?  
(2) Can the suitability of the equipment for the intended/expected UAS environmental conditions be determined from either in-service experience or 
relevant test results?  
(3) Any limitations which would affect the suitability of the equipment for the intended/expected UAS environmental conditions.  
(b) The lowest integrity level should be considered for those cases where a UAS equipment has only a partial environmental qualification and/or a partial 

demonstration by similarity and/or parts with no qualification at all. 

 

 

 

 

 

 

 

 

 

 

 



 

E.9 Assurance level criteria for technical OSO  


